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2020 GAA 
GENERAL 
PROVISIONS

DPA-RELATED
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All agencies of the government shall ensure
personal data protection and privacy in its 
data processing activities in accordance 
with R.A. No. 10173 and other relevant laws 
and regulations

Section 82
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Agencies shall designate a Data Protection 
Officer (DPO) with rank of at least Assistant 
Secretary or Executive Director to:

Section 82
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• Conduct data privacy risk and impact 
assessments;

• Formulate a Privacy Management 
Program;

Section 82
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• Implement organizational, technical & 
physical measures and projects to 
protect personal data;

• Conduct breach drills within their agency

Section 82
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INITIAL 
MONITORING 

RESULTS
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NATIONAL GOVERNMENT AGENCIES

324
COMPLIANCE CHECKS
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PRIVACY SWEEP - REGISTRATION

Registered, 
144, 44%

Incomplete, 
21, 7%

Not 
registered, 
159, 49%



©2020 NPC

PRIVACY SWEEP - TRANSPARENCY MECHANISM

56

268

30 4226

226

With privacy notice Without privacy
notice

Total

With online processing

Without online
processing
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DATA BREACH NOTIFICATIONS
RECEIVED FROM THE GOV’T SECTOR

40
DATA BREACH NOTIFICATIONS
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DATA BREACH NOTIFICATIONS – SUBSECTOR

NGA, 15, 37%

School, 12, 
30%

Health facility, 
10, 25%

GOCC, 3, 
8%
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DATA BREACH NOTIFICATIONS – CAUSE (GENERAL)

Malicious 
attack, 23, 

57%

Human error, 
13, 33%

System 
glitch, 4, 

10%
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DATA BREACH NOTIFICATIONS – CAUSE (SPECIFIC)

hacking, 19, 47%

unauthorized 
disclosure, 10, 

25%

technical issues, 
4, 10%

phishing, 2, 5%

stolen equipment, 
2, 5%

email incident, 
2, 5%

lost files, 1, 3%
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NEXT STEPS – FOR ALL NGAs
• Issuance of compliance letters
• Agencies not registered & w/o transparency mechanism 

(privacy notice)
• Agencies not registered
• Agencies without transparency mechanism (privacy 

notice)

• Issuance of Compliance Orders

• Submission of monitoring report to other oversight agencies



©2020 NPC

NEXT STEPS – FOR NGAs W/ HIGH 
RISK PERSONAL DATA PROCESSING

• Issuance of Notice of Documents Submission

• Issuance of Notice of Deficiencies or Certificate 
of No Significant Findings

• Issuance of Compliance Orders, Show Cause 
Orders, Cease & Desist Orders or other Orders
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REGISTRATION
•Send the ff to dporegistration@privacy.gov.ph

üSigned & scanned DPO form
üSpecial/Office Order, or any similar document, 

designating or appointing the DPO of the PIC or 
PIP

üWhere applicable, a copy of the charter of your 
agency, or any similar document identifying its 
mandate, powers, and/or functions

mailto:dporegistration@privacy.gov.ph
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TRANSPARENCY

PRIVACY NOTICE

ü Personal data collected
ü Purpose
ü Basis
ü Scope
ü Risks
ü Protection
ü Methods utilized for automated 

access
ü Identity of PIC
ü DPO Contact details
ü Rights as data subject
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Thank you!

5th Floor, Delegation Building
Philippine International Convention Center
PICC Complex, Roxas Boulevard, Manila, 1307

privacy.gov.ph

info@privacy.gov.ph

privacygovph234-22-28

privacy.gov.ph

PrivacyPH


