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I. GOVERNANCE II. RISK ASSESSMENT III. ORGANIZATION IV. DAY TO DAY V. DATA SECURITY

VI. BREACHES VII. THIRD PARTIES VIII. MANAGE HR IX. CONTINUITY X. PRIVACY ECOSYSTEM
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• Item #7. Informing data subjects of  your personal processing activities and obtain their 

consent, when necessary. 

• Item #8. Formulation of  policies/procedures that allow data subjects to object to subsequent 

processing or changes to the information supplied to them.

• Item #9. Policies for limiting data processing according to its declared, specified and 

legitimate purpose. 

• Item #10. Policies/ procedure providing data subjects with access to their personal 

information including its sources, recipient, method of  collection, purpose of  disclosure to 

third parties, automated processes, date of  last access, and identity of  controller 

• Item #11. Policies/procedure that allow data subjects to dispute accuracy or error of  their 

personal information including policies/procedure to keep the same up to date. 



• Item #12. Policies/ procedure that allow data subjects to suspend, withdraw or order the 

blocking, removal or destruction of  their personal information. 

• Item #13. Policies/procedure for accepting and addressing complaints from data subjects. 

• Item #14. Policies/procedures that allow data subjects to get indemnified for any damages 

sustained due to such inaccurate, incomplete, outdated, false and unlawfully obtained or 

unauthorized use of  personal information. 

• Item #15. Policies/procedures that allow data subjects to obtain from the personal 

information controller a copy of  his or her personal data processed by electronic means and in 

a structured and commonly used format. 

• Item #16. Policies/procedures for creation and collection, storage, transmission, use and 

distribution, retaining personal data for only a limited period or until the purpose of  the 

processing has been achieved, and ensuring that data is securely destroyed or disposed of
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Thank you! Any questions?
info@privacy.gov.ph


